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System Initialization

This chapter describes how to initialize the system settings when you boot up the computer for the first
time.

The following topics are covered in this chapter:

O Initializing User Settings
O Initializing the System
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Initializing User Settings

The following is a non-exhaustive list of screens that you will see when configuring the Out Of Box
Experience (OOBE) settings.

1. Select your region.

Let's start with region. Is this right?

Uganda

Ukraine

United Arab Emirates

United Kingdom

United States

Uruguay

Uzbekistan

Vanuatu

Vatican City

2. Select your keyboard layout.

Is this the right keyboard layout?

If you also use another keyboard layout, you can add that next.

us
Canadian Multilingual Standard
English (India)

Irish

Scottish Gaelic

United Kingdom

United States-Dvorak

United States-Dvorak for left hand

United States-Dvorak for right hand
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3. Select a second keyboard layout if necessary.

Want to add a second keyboard layout?

Add layout

4. Connect to a network. You may click Skip for now if you do not want to connect to a network now.

Let's connect you to a network

Ethenet
T ot
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We recommend that you click Yes and connect to a network.

Connect now to save time later

Connect to the internet now and we'll get your updates out of the way, and have your apps like Office ready for launch when you land on your
desktop. That way, you won't be interrupted to do this later.

Select Yes to go back and connect to a network.

5. Enter a username for this computer and click Next to continue.

Wha's going to use this PC?

What name do you want to use?

L
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6. Enter the password for this user and click Next to continue.

Create a super memorable password

Make sure to pick something you'll absolutely remember.

L

7. Click Yes to see additional settings.

Do more across devices with activity history

If you want timeline and other Windows featu /ou continue what you were do hen you switch de nd Microsoft your

activity history, which includes info about webs wse and how you use apps an elect Learn more. out how Microsoft
products a sse this data to personalize experiences whil

Learn more

1-5
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8. Choose the privacy settings for your device and configure them on the setting page. When finished, click
Accept to complete.

Choose privacy settings for your device

Microsoft puts you in control of your privacy. Choose your settings, then select ‘Accept’ to save them. You can change these settings at any.
time.

Online speech recognition
Use your voice for dictation and to talk to Cortana and other apps that use
Windows cloud-based speech recognition. Send Microsoft your voice data
to help improve our speech services.

® Yes
Find my device
Tum on Find my device and use your device’s location data to help you
find your device if you lose it. You must sign in to Windows with your
Microsoft account to use this feature.

® Yes
Inking & typing
Send inking and typing data to Microsoft to improve the language
recognition and suggestion capabilities of apps and services running on
Windows.

o Yes

Advertising ID
Apps can use advertising ID to provide more personalized advertising in
accordance with the privacy policy of the app provider.

o Yes

Location
Get location-based experiences like directions and weather. Let Windows
and apps request your location and allow Microsoft to use your location
data to improve location services.

® Yes
Diagnostic data
Send all Basic diagnostic data, along with info about the websites you
browse and how you use apps and features, plus additional info about
device health, device activity, and enhanced error reporting.

® Ful

Tailored experiences

Let Microsoft offer you tailored experiences based on the diagnostic data
you have chosen (either Basic or Full). Tailored experiences mean
personalized tips, ads, and recommendations to enhance Microsoft
products and services for your needs.

® Yes

Select ‘Learn more’ for info on the above settings, how Windows Defender
SmartScreen works, and the related data transfers and uses.

Leam more Accept

Initializing the System

1. When you sign in for the first time, the system will run the Windows Command Processor and the
message "Do you want to allow this app to make changes to your device?" is displayed. Click

Yes.

User Account Cortrol

Do you want to allow this app to make
changes to your device?

Bl Windows Command Processor

Verified publisher: Microsoft Windows

Show more details

Yes
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2. Wait for the process to complete. It might take a couple of seconds.

1-7
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BitLocker

This chapter describes the BitLocker setup process.
The following topics are covered in this chapter:

O Enabling the BitLocker
O Disabling the BitLocker
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Enabling the BitLocker

To enable the BitLocker for a drive:

1. Right-click on the drive and select the Turn on BitLocker option.

DrveTools  This PC
Computer  View | Manage

A B ThsPC >

o Quick access. Violderto]
B Desicop Deskiop 42 Documents J Oovnioss
& Downloads m |
5 Documents
b T e B

= ThispC

~ Devices and drives (1)

~

& Network LocalDisk (C)
-

Open
Openinnew window
Pinto Quick acess

© Tum on BiLocker

£ Scan with Windows Defender.
Sharevith
Restoreprevious versons
Pinto Stant
Format.
Copy
Cresteshortcut
Rename

Properies

2. Select a method to back up the recovery key. For example, select Save to a file.

x
% BitLocker Drive Encryption (C:)

How do you want to back up your recovery key?

A recovery key can be used to access your files and folders if you're having problems unlocking your PC,
It's a good idea to have more than one and keep each in a safe place other than your PC.

—>» Save to your Microsoft account
— Savetoafile

—> Print the recovery key

How can | find my recovery key later?

m
=

Cancel
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BitLocker
3. Select the path to store the file.
4 Save Bitlacker recovery key as X
&« ¥ M em * ThisPC » NEWVOLUME (D:) ~ Search NEW VOLUME (D) P
Organize = Mew folder == - o
Name Date modified Type Size
# Quick access
[ Desktop * Mo items match your search,
‘ Downloads -
|£:-‘] Documents »
&=/ Pictures »
[ This PC
= MEW VOLUME (D)
¥ Metwork
File name: | BitLocker Recovery Key 06AS2F47-93AA-4514-BB5F-D6B2CEF43C03 ~
Save as type: | Text Files (*.txt) w
A Hide Folders Cancel

Select an option to specify which part of the drive to encryption and click Next.

X
<« %@J BitLocker Drive Encryption (C:)

Choose how much of your drive to encrypt

If you're setting up BitLocker on a new drive or a new PC, you only need to encrypt the part of the drive
that's currently being used. BitLocker encrypts new data automatically as you add it.

If yau're enabling BitLocker on a PC or drive that's already in use, consider encrypting the entire drive.,

Encrypting the entire drive ensures that all data is protected—even data that you deleted but that might still
contain retrievable info.

(®) Encrypt used disk space only (faster and best for new PCs and drives)
(7 Encrypt entire drive (slower but best for PCs and drives already in use)

2-3
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5. Choose the drive encryption mode and click Next.

« %@' BitLocker Drive Encryption (Cs)

Choose which encryption mode to use

Windows 10 (Version 1511) introduces a new disk encryption mede (XTS-AES), This mede provides
additional integrity suppert, but it is not compatible with older versions of Windows,

If this is a removable drive that you're going to use on older version of Windows, you should choose
Compatible mode.

If this is a fixed drive or if this drive will only ke used on devices running at least Windows 10 (Version 1511)
or later, you should choose the new encryption mode

(®) Mew encryption mede (best for fixed drives on this device]

(O) Compatible mode (best for drives that can be moved from this device)

6. Click Continue with the Run BitLocker... option checked (default).

<« %@0 BitLocker Drive Encryption (C:)

Are you ready to encrypt this drive?

Encryption might take a while depending on the size of the drive,

Yeu can keep working while the drive is being encrypted, although your PC might run more slowly.

[ Run BitLocker system check

The system check ensures that BitLocker can read the recovery and encryption keys correctly before
encrypting the drive.

BitLocker will restart your computer before encrypting.

Mote: This check might take a while, but is recommended to ensure that your selected unlock method
warks without requiring the recovery key,

Continue Cancel
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7. Click Restart now.

8. Wait for the encryption process to complete and click Close.

The system will be restarted immediately.
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Disabling the BitLocker

To disable the BitLocker for a drive:

1. Right-click on the drive and select the Manage BitLocker option.

2. Click Turn off BitLocker.
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3. Wait for the decryption process to complete and click Close to exit the program.
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BitLocker
4. Check the disk status after the decryption process is complete.
|~ Drive Tagls  This PC =
Computer View Manage [7]
« v 4 @ ThisPC » v @ | Search This PC y]
# Quick access  Folders (6)
I Desktop * Desktap 2 Documents Downloads
4 Downloads * - = ;
] Documents
=1 Pictures » ) Music === Pictures m Videos
O ThisPC ~ Devices and drives (1)
B Network Local Disk (C:)

|
‘ 125 GB free of 139 GB

Titems 1 item selected

2-8
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Unified Write Filter

This chapter describes how to use the Unified Write Filter.
The following topics are covered in this chapter:

O Getting Started
O Turning On UWF in a Running PC
O Installing UWF Using WMI
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Getting Started

The Unified Write Filter (UWF) needs to be installed and enabled (and optionally configured) on your system
before you can use it. The first time you enable UWF on your system, the following changes are made to
improve the performance of UWF.

e Paging files are disabled.

e System restore is disabled.

e SuperFetch is disabled.

e File indexing service is turned off.

e Fast boot is disabled.

¢ Defragmentation service is turned off.

e BCD setting bootstatuspolicy is set to ignoreallfailures.

After UWF is enabled, select a drive to protect and start using UWF. You can install UWF for running PCs and
devices and manage them remotely using Windows Management Instrumentation (WMI).

Turning On UWF in a Running PC

Using Windows Features.
a. In the Windows taskbar, click on the start icon and type Turn Windows features on or off.

b. In Windows Features, expand the Device Lockdown node and check Unified Write Filter.

c. Click OK.
54 Windows Features — O by
Turn Windows features on or off (7]

To turn a feature on, select its check box. To turn a feature off, clear its
check box. A filled box means that only part of the feature is turned on.

=g Device Lockdown ~
Custom Logon
Keyboard Filter
Shell Launcher
Unbranded Boot
Guarded Host
Hyper-V
Internet Explorer 11
Internet Information Services

ROOO0

F

Internet Information Services Hostable Web Core

Cancel

A progress bar is displayed indicating that Windows is searching for required files. Once the files are

1OOROO

| enacy Compnnents

¥

found, the progress bar will indicate that Windows is applying the changes.
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Unified Write Filter

d. When the process is completed, click Restart now to reboot your computer.

X
i Windows Features
Windows completed the requested changes.
Windows needs to reboot your PC to finish installing the requested changes.
Using the Windows Command Line
1. Type CMD in the Windows search box and select Run as administrator.
Al Apps Documents Settings Photos More \v/ Feedback
Best match
. Command Prompt
esktop app
Apps
Win64 OpenSSL Command Prompt > Command Prompt
Desktop app
Settings (1)
Cf Open

Plemd |

L3 Run as administrator
I Open file location
=3 Pin to Start

2 Pin to taskbar

2. Run the following command to enable the filter.

cmd uwfmgr filter enable
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BH Administrator: Command Prompt

filter enable

2. To enable write protection for a specific drive (e.g., C), run the command:

cmd uwfmgr.exe volume protect C:

BE Administrator: Command Prompt

sion 16.8.1
reserved.

volume C: will be protected by Unified Write Filter after tem restart.

Windows\system

Restart your computer.
4. After the computer restarts, use the following command to confirm that UWF is running:

cmd uwfmgr.exe get-config

E¥ Administrator: Command Prompt

reserved.

FILTER SETTINC
Filter
Pending

ETTINGS
ing State: OFF

SETTINGS
pe:

3-4
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Installing UWF Using WMI

If your computer is already set up and you do not want to use a provisioning package, you can configure
UWF using Windows Management Instrumentation (WMI) providers. To turn on UWF using WMI, use the
UWF_Filter function, specifically the UWF_Filter.Enable method, in one of the following ways:

e Use the WMI providers in a PowerShell script

e Use the WMI providers in an application

e Use the command line tool uwfmgr.exe
You must restart your device after you turn on or turn off UWF for the changes to take effect.

You can change the UWF settings even after the UWF is turned on. For example, you can move the page file
location to an unprotected volume and re-enable the paging files.

IMPORTANT!

If you have added UWF to your image by using SMI settings in a unattend.xml file, turning on UWF will only
set the bootstatuspolicy BCD setting and turn off the defragmentation service. In this case, you must
manually turn off the other features and services if you want to increase the performance of UWF.

All configuration settings for UWF are stored in the registry. UWF automatically excludes these registry
entries from filtering. After a device restarts, the configuration settings are stored in the registry for the
current session and the next session. Static configuration changes do not take effect until after a device
restarts, and these changes are saved in the registry entries for the next session. Dynamic configuration
changes occur immediately and take effect after a device restart.
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Moxa IO Controller Utility

This chapter describes how to use the Moxa IO Controller utility.

The following topics are covered in this chapter:

a

QQaaa

Getting Started

Setting the DIO Status

Setting the UART Mode
Setting the PCIE Status
Setting the LED Status
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Getting Started

To use the Moxa IO Controller utility, do the following:

1. Install the utility.
2. Enable the settings for DIO, UART mode, PCIE, and LED.
3. Run the Command Prompt as an Administrator and change the path to:

C:\Program Files\Moxa\Moxa Computer I0 Controller.

B¥ Administrator Command Prompt

a Computer IO Controller

xa Computer IO Controller>g

Refer to the following sections for instructions on configuring additional settings.

Setting the DIO Status

Run DIO.exe and follow the onscreen instructions to view or configure the DIO status.

IMPORTANT!
The DIN and DOUT indices start from 0 in the Moxa IO Controller utility although the indices are printed

starting from 1.

Example:

B DA220160 D10, exe

UART Mode Test Program
Exit Program

Display both DIN and DOUT

Input the Port Number (@ -~
B8
Input the wvalue (@8 or

Set digital output su

UART Mode Test Program
Exit Program
Display DIN
Display DOUT
Set DOUT walue
Display both DIN and DOUT

Douta =
Doutl =
Dout?2
Dout3
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Setting the UART Mode

Run UartMode.exe and follow the onscreen instructions to view or configure the UART mode.

IMPORTANT!
The UART index starts from 0 in the Moxa IO Controller utility although it is printed starting with 1.

Example:

BN Administrator: Command Prompt - UartMode.exe

: xa\Desktop\example>UartMode.exe
5 ce Test Program
Exit Program
Display Serial Interface
Set Serial Interface
1
Com1
coM2 =
Serial ce Test Program
' Exit Program
Display Serial Interface
Set Serial Interface

nput the Port Number (1 ~ 2) =

nput the wvalue
Set serial interface su
Serial Interface Test Pr
(&) Exit Program
Display Serial Interface
Set Serial Interface
1
Com1
coM2 =
Serial tace Test Program
(8) Exit Program
Display Serial Interface
Set Serial Interface

4-3
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Moxa IO Controller Utility

Setting the PCIE Status

Run PwrExample.exe and follow the onscreen instructions to view or configure the PCIE status.

A

IMPORTANT!

The PCIE index starts from 0 in the Moxa IO Controller utility although it is printed starting with 1.

Example:

K D220\ w64\ PwrExample.exe

(2) Set Power onjfoff
2
Input the Socket Number (1 ~
2
Input @ or 1 (@ = Off, 1 =0n) =0
Set Power success!

Mini PCIE Power Contol Test Program
( Exit Program
(1) Display Power condition
(2) Set Power onjfoff

Socketl is on
Socket2 is off

Mini PCIE Power Contol Test Program
(@) Exit Program
(1) Display Power
(2) Set Power on/foff

2

Input the Socket Number (1 ~

2

Input ® or 1 (8 = 0ff, 1 =0n) =1
Set Power success!

‘1) Display Power condition
(2) Set Power onjfoff
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Setting the LED Status

Run LEDexample.exe and follow the onscreen instructions to view or configure the LED status.

IMPORTANT!
The LED index starts from 0 in the Moxa IO Controller utility although it is printed starting with 1.

Example:
B D220 LEDexample.exe

LED Test Program
(@) Exit Program
(1} Display LED
Set LED value
2
Input 8 or 1 { o i Oon) = :
Set LED suc

Exit Program
Display LED
Set LED value

LED1 is on
LED Test Program
(@) Exit Program
(1) Display LED
(2) Set LED value
2
Input @ or 1 (B = OFf, 1 = On) =
Set LED

Exit Program
Display LED
Set LED wvalue

LED1 is off

LED Test Program
(@) Exit Program
(1) Display LED
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Moxa Serial Interface Utility

This chapter describes how to use Serial Interface utility to set the UART mode.
The following topics are covered in this chapter:

O Setting the UART Mode
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Setting the UART Mode

1. Install the Moxa Serial Interface utility.

After the installation is complete, you should be able to see the mxSerialInterface utility in the
programs menu by clicking on the Start button.

Moxa

mucsenallnterface

Windows Accessonies

Windows Admimistrative Tools

Windmwe Face nf Arrecc

2. Run the mxSerialInterface utility.

3. Select the target COM port and UART mode and click OK to save the settings.

g5l Set Seriall... — O >
Port: |COM1 w
Mode: RS2Z32 e
QK Cancel

5-2
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I0 Control API

The following topics are covered in this chapter:

0 mxgpio

>
>
»
>

mxdgio_open
mxgpio_get_data
mxgpio_set_data

mxgpio_close

0 mxdgio

YV V V VYV V V

mxdgio_open
mxdgio_get_input_signal
mxdgio_get_output_signal
mxdgio_set_output_signal_low
mxdgio_set_output_signal_high

mxdgio_close

O mxsp

>
>
>
>

mxsp_open
mxsp_get_interface
mxsp_set_interface

mxsp_close

0 mxwdg

>
>
>

mxwdg_open
mxwdg_refresh

mxwdg_close
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mxgpio
The mxgpio library operates on the general-purpose I/0Os (GPIO) and consists of the following functions:
* mxgpio_open
¢ mxgpio_get data
* mxgpio_set_data

®* mxgpio_close

Requirements

Name Items
Header mxgpio.h
Library mxgpio.lib
DLL mxgpio.dll

mxdgio_open

Syntax HANDLE mxgpio_open (void) ;
Description Open a GPIO handle

Parameters None

Return Value The status of the GPIO interface (1 or 0)

mxgpio_get_data

Syntax int mxgpio_get_ data (HANDLE fd, unsigned int port no);
Description Get the GPIO input status.
Parameters fd Handle of the GPIO device
port A GPIO port index; starts from 0.
Return Value The status of GPIO port; 0 is low, 1 is high.

mxgpio_set_data

Syntax int mxgpio_set_data (HANDLE fd, unsigned int port no, int data);
Description Set the GPIO status to high.
Parameters fd Handle of the GPIO device
port A GPIO port index; starts from 0.
Return Value Returns 0 on success, otherwise the function has failed

mxgpio_close

Syntax void mxgpio_close (HANDLE £fd);
Description Close the GPIO device.

Parameters fd Handle of the GPIO device
Return Value None
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I0 Control API

mxdgio

The mxdgio library operates on the digital I/Os and consists of the following functions:

* mxdgio_open

¢ mxdgio_get input_ signal

* mxdgio_get_ output_signal

* mxdgio_set output_signal low
¢ mxdgio_set output_signal high

* mxdgio_close

Requirements

Name Items
Header mxdgio.h
Library mxdgio.lib
DLL mxdgio.dll

mxdgio_open

Syntax HANDLE mxdgio_open() ;
Description Opens the digital I/O device
Parameters None

Return Value

The handle of the digital I/O

mxdgio_get_input_signal

Syntax int mxdgio_get_input_signal (HANDLE fd, int port);
Description Gets the digital input status
Parameters fd Handle of the digital I/O device

port A digital input port index; starts from 0

Return Value

The status of the digital input port; 0 is low, 1 is high

mxdgio_get_output_signal

Syntax int mxdgio_get_ output_signal (HANDLE fd, int port);
Description Gets the digital output status
Parameters fd Handle of the digital I/O device

port A digital output port index; starts from 0

Return Value

The status of the digital output port; 0 is low, 1 is high

mxdgio_set_output_signal_low

Syntax int mxdgio_set_output_signal_ low (HANDLE fd, unsigned int port);
Description Sets the digital output status to low
Parameters fd Handle of the digital I/O device

port A digital output port index; starts from 0

Return Value

Returns 0 on success; otherwise, the function has failed

6-3
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I0 Control API

mxdgio_set_output_signal_high

Syntax int mxdgio_set_output_signal_high (HANDLE fd, unsigned int port);
Description Sets the digital output status to high
Parameters fd Handle of the digital I/O device

port A port index of a digital output port; starts from 0

Return Value

Returns 0 on success; otherwise the function has failed

mxdgio_close

Syntax void mxdgio_close (HANDLE £d) ;
Description Closes the digital I/O device

Parameters fd Handle of the digital I/O device
Return Value None

mXxsp

The mxsp library operates on the UART (serial) interface and consists of the following functions:

®* mxsp open
¢ mxsp get_interface
* mxsp set interface

* mxsp close

Requirements
Name Items
Header mxsp.h
Library mxsp.lib
DLL mxsp.dll

mXxsp_open

Syntax HANDLE mxsp_open() ;;
Description Initializes the serial interface
Parameters None

Return Value Returns the serial interface handle.

mxsp_get_interface
Syntax int mxsp get interface (HANDLE fd, int port_index);
Description Gets the serial interface mode
Parameters fd The serial interface handle

port_index |A serial interface port index; starts from 0.

Return Value 0: RS-232 mode
1: RS-485-2W mode
2: RS-422 mode
3: RS-485-4W mode
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I0 Control API

mxsp_set_interface

Syntax

int mxsp set interface (HANDLE fd, int port_index,
port_interface);

int

Description

Sets the serial interface mode

Parameters

fd The serial interface handle

port_index A port index of the serial port; starts from 0

port_interface |0: RS-232 mode
1: RS-485-2W mode
2: RS-422 mode
3: RS-485-4W mode

Return Value

Return 0 on success, otherwise the function has failed.

mxsp_close

Syntax void mxsp_close();
Description Close the serial interface.
Parameters None

Return Value None

mxwdg

The mxwdg library operates on the watchdog timer and consists of the following functions:

* mxwdg_open
¢ mxwdg_refresh

* mxwdg_close

Requirements
Name Items
Header mxwdg.h
Library mxwdg.lib
DLL mxwdg.dll

mxwdg_open

Syntax PVOID mxwdg open (unsigned long time);
Description Open the watchdog timer

Parameters time Initial refresh time in second.

Return Value Return Pointer to Watchdog handle. Return -1 on failure.

mxwdg_refresh

Syntax int mxwdg_refresh (PVOID £d);

Description Refresh the watchdog timer.

Parameters fd The handle.

Return Value Returns 0 on success, otherwise the function has failed.
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I0 Control API

mxwdg_close

Syntax void mxwdg close (PVOID f£d);
Description Closes the watchdog timer.
Parameters fd The handle.

Return Value This function does not return a value.
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System Recovery

This chapter describes the Windows Recovery setup process.

The following topics are covered in this chapter:

a

a
a
a

Preparing a USB device
Booting From a USB Disk
Creating a Backup Image

Restoring the System Using a Backup Image
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Preparing a USB device

1. Format the USB disk for the FAT32 file system.
2. Run the tuxboot-windows-23.exe program from the \recovery folder.

3. Select Pre Downloaded and click on the browse button (...).

() On-line Distribution |donezilla_live_stable

(—
~ Clonezilla

Homepage: http: //donezilla.ora/

Description: CloneZila live is a distribution used for disk backup and imaging. The stable branch of Clonezilla live
are based on Debian

Install Notes: CloneZilla live is booted and run in live mode; no installation is required to use it.

Download Path: Clonezilla Live Stable at SourceForge

© preDownloaded | (150 -

[] Show Al Drives (Use with Care) [ Save ISO file

Type: [I.ISB Drive v] Drive: [D:\

Organize = New folder

B Froites Name Date modified Type Size

I Desktop | 11 2.5.0-5-1686-pae-Windows_v1.0 1/25/2017 3:31 PM  Disc Image File 301,656 KB
& Downloads

5, Recent Places

4 Libranies
“ Documents
J’ Music
= Pictures
B videos

i Computer
ﬁ Local Disk (C:)
o= PATRIOT (D))

€ Network

File name: 2.5.0-5-1686-pae-Windows_v1.0 [l Files (viso zip *img *.gz " + |
I Qpen |:|' Cancel ]

e _— eeeee————
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5. Select the USB Drive type and the Drive.
6. Click OK.

") On-Line Distribution | doneailla_live_stable

« Clonezilla
Homepage: http: //donezilla.org/

Description: CloneZilla live is a distribution used for disk backup and imaging. The stable branch of Clonezilla live
are based on Debian

Install Notes: CloneZilla live is booted and run in live mode; no installation is required to use it.

Download Path: Clonezilla Live Stable at SourceForge

@ Pre Downloaded Desktop\softwareCD\2. 5.0-5-686-pae-Windows_v1.0.is0 Z}

[] show All Drives (Use with Care)  [] Save ISO file [¥] MD5 Chedk

IIyp-e: USB Drive vil:)n‘y_e: D3\ ']mm |

The boot files will be copied to your USB device.

1. Downloading Files (Done)
2. Extracting and Copying Files (Current)
3. Instaling Bootloader

4. Installation Complete, Reboot

Extracting files, please wait...
Archive: C:\Users\moxa\Desktop\softwareCD\2. 5.0-5-4686-pae-Windows_v1.0.iso

Source: live\disk_win7.sh (4721B)
Destination: D: \ive\disk_win7.sh
Extracted: 110of 51 files
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7. After the files are copied, click Exit to stop the program.

1. Downloading Files (Done)
2. Extracting and Copying Files (Done)

3. Installing Bootioader (Done)

4. Installation Complete, Reboot (Current)

After rebooting, select the USB boot option in the BIOS boot menu.
Reboot now?

8. Copy the os_image directory from the \recovery folder to the *\home\partimag* folder on the USB

device.
The USB disk is now ready for use in the recovery process.

Booting From a USB Disk

1. Turn on the computer and press F2 when you hear the beep sound to enter the BIOS setup menu.

2. Select Boot Manager and press Enter to continue.

»Boot Manager
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3. Select EFI USB Devices and press Enter to continue to boot from the USB device.

Boot Hanager

Boot Option Henu
Legacy Hard Drive
INTEL SSDSC2BB080G6
Legacy USB

EF| Boot Devices
EF| USB Device (SanDisk SanDisk Ultra)

T and 1 to change option, ENTER to select an option, ESC to exit

Creating a Backup Image

After you boot the system from a USB disk, you will see the Moxa System Save & Restore Utility page.

1. In the Moxa System Save & Restore Utility, select clonezilla live save disk.

Moxa System Save & Restore Utility (U2.4.8-8)

clonezilla live restore disk
clonezilla live save disk
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Wait for the USB device boot process to finish.

5.141941)] =d 0:0:1:0: [sdb] Atta SC31 disk
5.257277] sd 0:0:0:0: Attached scsi generic sgb type @
5.269691] sd 0:0:1:0: Attached scsi generic sgl type 0
o.£00668]1 sr 1:0:0:0: Attached scei generic sg2 type 5
jegin: Loading essential drivers ... I 5.770£551) Atherosi(R) LZ2 Ethernet Driver version £.£.3
5.7M561) Copyright (c) 2007 Atheros Corporatiom.
Broadcom MetXtreme 11 5771x 10Gigabit Ethernet Driver bnxdx 1.62.00-6 (2011..01.-30)
60059321 Btriz loaded
6.054095] device-mapper: uevent: version 1.9.3
6.953737] device-mapper: loctl: 4.19.1-ioctl (2011-01-07) initialised: drn-devel@redhbat.com

im: 'I':|||||||_|||_| "-CC'I:'ILI['../||||1, ||r'r'|-|r|:'.||l . . done
in: Aounting root file system . . 2] Uniform Multi-Flatform E-IDE driver

6.301889) ide_generic: please use "probe_mask=0x3f" module parameter for probing all legacy 15a
poris
6.801141]1 HTFS driver £2.1.30 [Flags: R<d MODULE].
6.914295]1 HTFS wvolume version 3.1.

Jegin: Rumming »#scriptsslive-premount ... done.
7.331989]1 FAT: utfB is not a recommended ID charset for FAT fllesystemns, ilesysten will be cas
itiuet

¥.453369]1 aufs: module is from the staging directory, the guality is unknown, you have been war

7.473098]) aufs £.1-standalone.tree-38-rci-20110228
T.610Z228]1 loop: module loaded
7. 905144] squashfis: verzion 4.0 (2009-01-31) Fhillip Lougher
degin: Bunning z\c.r-i,:rleiu.- |'|:-l]||r'4'h||||:-:-r .o o done
[Begin: Aounting “~liverimagesliversfilesysten.squashfs™ on "srsfilesysten.squashfs™ via “sdevs loopd™
done .

Fumning ~scriptss]ive-botton
Begin: Configurimg fsztab dome .
legin: Preconfiguring networking ... done.
legin: Loading preseed Tile ... done.
Jegin: RBumming sscriptssinit-bottom ... done.
INIT: wersion 2.88 booting
I'-:iuu nakefile style concurrent koot in runlevel S

Click y to continue the process.

The following step is to save the hard disk/partition(s
LR R R b R R RCROR R R R R R RO |
Machine: Virtu:
IFME_VEOK_HARDDISE __ata
SMB_ntfs( In_VBOX_HARDL 1_ata 0¥ _HARDDISK _VB1ctdadad-cIf 7523d)

S e

-» “/home/part imag/xpe_savedisk".
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4. Wait for the backup process to complete.

5. Select poweroff to power off the computer when the backup process is completed.

MWow wou can choose to:

reboot Renoot

rerunl  Start over (image repository Jhomespartimag, if mounted, will be umounted)

rerun?  Start_over_(keep_image_repository_shome/part imag_mounted)

<Ok>
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Restoring the System Using a Backup Image

After you boot the system from a USB disk, you will see the Moxa System Save & Restore Utility page.

1. In the Moxa System Save & Restore Utility, select clonezilla live restore disk.

Moxa System Save & Restore Utility (U2.4.8-8)

illa live tore disk
lla livu e disk

2. Wait for the USB boot process to complete.

0 bytes, 41943040 sec
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3. Wait for the system restore process to complete.

Fartclone
Fartclone w0.2.78 http://partclone.org

Starting to restore image (-) to device (/dev/sdal)
Calculating bitmap... Please wait... done!

File system: HNTFS

Device size: 524.3 MB = 127999 Blocks

Space in use: 335.3 MB = 81664 Blocks
Free Space: 189.0 MB =
Block size: 4096 Bute

46135 Blocks

Elapsed: 00:00:06 Remaining: 00:00:08 Rate: 1.36GB/min
Current Block: 79394 Total Block: 127393

[Data Block Process:

Total Block Process:

4. Select poweroff to power off the computer after the backup process is complete.

MWow wou can choose to:

reboot Renoot

rerunl  Start over (image repository /homespartimag, if mounted, will be umounted)

rerun?  Start_over_(keep_image_repository_shome/part imag_mounted)

<Ok>

5. Remove the USB device after the computer has been powered off.
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